
 
 

 

Hands-On Support for State, Local, Tribal, and 
Territorial (SLTT) Governments  

The Department of Homeland Security (DHS) and its partners provide multiple hands-on resources to help State, local, 
tribal, and territorial (SLTT) governments address their cybersecurity needs.   

 Cyber Resilience Review (CRR) 
The CRR is a no-cost, voluntary assessment to evaluate an organization’s information technology resilience. The CRR 
may be conducted as a self-assessment or as an in-person, facilitated assessment.  More information: https://www.us-
cert.gov/ccubedvp/self-service-crr.    

 Cybersecurity Advisors (CSAs) and Protective Security Advisors (PSAs) 
CSAs are regionally located DHS personnel who offer immediate and sustained cybersecurity assistance to prepare 
and protect organizations, including SLTT governments.  More information: email cyberadvisor@hq.dhs.gov.   

PSAs are trained critical infrastructure protection and vulnerability mitigation subject matter experts. PSAs ensure DHS 
critical infrastructure protection programs and services are delivered to all stakeholders, including SLTT governments. 
More information: http://dhs.gov/protective-security-advisors.  

 SLTT Cybersecurity Engagement Program 
The DHS Office of Cybersecurity and Communications (CS&C) SLTT Cybersecurity Engagement Program can provide 
cybersecurity risk briefings and resource information to appointed and elected SLTT government officials. The program 
also assists with directly connecting SLTT governments with free resources, cybersecurity initiatives, and partnership 
opportunities with DHS and other Federal agencies, as well as State and local associations, that can help protect citizens 
online.  More information: email slttcyber@hq.dhs.gov.  

 C3 Voluntary Program Partners 
In 2015, DHS will launch a Partner Program to develop relationships between the C3 Voluntary Program and 
organizations, regardless of size or location that support use of the Cybersecurity Framework.  Please contact 
CCubedVP@hq.dhs.gov if you are interested in becoming a Partner and to opt-in to future correspondence about the 
Program’s development.  

 National Initiative for Cybersecurity Education (NICE) 
NICE comprises various cybersecurity education and awareness initiatives, including the National Initiative for 
Cybersecurity Careers and Studies (NICCS) Portal, which provides resources for awareness, training, education, and 
career development for cyber professionals and the public. More information: http://niccs.us-
cert.gov/education/education-home. 

 Multi-State Information Sharing & Analysis Center (MS-ISAC) 
The MS-ISAC has been designated by DHS as the key resource for cyber threat prevention, protection, response and 
recovery for the Nation’s SLTT governments. More information: www.msisac.org.  
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